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1
Decision/action requested

This contribution proposes to add a new solution for key issue#6 EDGE-3 protection.
2
References

[1]


3GPP TR 33.839 v0.1.0

3
Rationale

TS 23.558 has proposed the deployment of EES in relation with SEAL services and Application Enabler Services. For different depolyment scenairo, the Edge-3 protection may be different.
4
Detailed proposal

**** START OF CHANGES ****

6.X
Solution #X: Using CAPIF for Edge-3 protection
6.X.1
Introduction

As mentioned in TS 23.558[2], the Edge Enabler server can act as the CAPIF core function or API topology hiding entry and re-exposes vertical application enabler server APIs or SEAL service APIs.
For SEAL services, the SEAL servers acting the AEF and publish the SEAL service API to the Edge Enabler server. Further, the SEAL service APIs is discovered by the Edge Application Servers acting as the API invoker during the service API discover procedure as specified in 3GPP TS 23.222 [x]. 
For SEAL services, The Edge Enabler server can act as the API topology hiding entry and re-expose SEAL service APIs to Edge Application server via EDGE-3 which utilizes the CAPIF-2/2e reference point as specified in 3GPP TS 23.222 [x].
For Application Enable services, the Edge Enabler server can act as the CAPIF core function, and the vertical application enabler server acting the AEF and publish the vertical application enabler server APIs to the Edge Enabler server. Further, the vertical application enabler server APIs is discovered by the Edge Application Servers acting as the API invoker during the service API discover procedure as specified in 3GPP TS 23.222 [x]. 
For Application Enable services, The Edge Enabler server can act as the API topology hiding entry and re-exposes vertical application enabler server APIs, e.g., VAE server APIs  to Edge Application server via EDGE-3 which utilizes the CAPIF-2/2e reference point as specified in 3GPP TS 23.222 [x].

6.X.2
Solution details

If  Edge Enabler server act as the CAPIF core function,  Edge Application Servers acting as the API invoker, EDGE-3 can utilizes the CAPIF-1/1e reference point in TS 23.222[x]. The security aspects of CAPIF-1/1e are specified is TS 33.122 [y].
If  Edge Enabler server act as API topology hiding entry and re-exposes vertical application enabler server APIs or SEAL APIs to  Edge Application server via EDGE-3. The EDGE-3 can utilizes the CAPIF-2/2e reference point in TS 23.222[x]. The security aspects of CAPIF-2/2e are specified is TS 33.122 [y].

6.X.3
Solution Evaluation

**** END OF CHANGES ****

